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Designing Secure and Convenient
Information Communication Network Architecture
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Network Architecture Design

We are designing an information communication
network architecture that enables to incorporate
innovative service offering technologies and security
technologies. Such design will be achieved by means

of combining various virtualization technologies.

Networking Service Technology
We are creating technologies to provide services that
are useful under the normal condition and that can

combat well even under attack or disaster conditions.

Network Security Technology
We are aiming to create network security
technologies to protect information communication

networks actively against various cyber attacks.

[Note] Hard work is required in our laboratory.

Framework of Secure Network Architecture

Defensing malware intrusion

Defensing confidential data leakage
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